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Abstract of the contribution: this paper proposes to update solution #48 in TR 23.748 to solve FFS.
Discussion
[bookmark: OLE_LINK9][bookmark: OLE_LINK10]This is proposed to update solution#48 to solve the following FFS:
Editor's note:	It's FFS on the detailed QoS monitoring information and how to make AF understand the QoS monitoring information from 5GC.

[bookmark: OLE_LINK8][bookmark: OLE_LINK11]The detailed QoS monitoring information provided by 3GPP network depends on the AF request, e.g. packet delay, packet rate and so on. If the packet delay is requested by AF, QoS monitoring mechanism for URLLC can be re-used to calculate the delay. If the packet rate is requested by AF, the UPF has the capability to calculate the data rate based on the description in clause 5.8.2.11.4 in TS 23.501.
In order to make AF understand the QoS monitoring information, the NSH (Network Service Header) defined in IETF RFC 8300 is used to carry QoS monitoring information.
Proposal
It is proposed to update solution #48 to solve FFS.
First change
[bookmark: _Toc43317503][bookmark: _Toc43374975][bookmark: _Toc43375436][bookmark: _Toc43801960][bookmark: _Toc43806226][bookmark: _Toc43806533]6.48	Solution #48: QoS monitoring information exposure based on unstructured data transmission mechanism
[bookmark: _Toc43317504][bookmark: _Toc43374976][bookmark: _Toc43375437][bookmark: _Toc43801961][bookmark: _Toc43806227][bookmark: _Toc43806534]6.48.1	Description
This solution addresses the Key Issue #3: Efficient Network Information Provisioning to Local Applications.
In this solution, unstructured data transmission mechanism is reused for UPF to send the QoS monitoring information to local applications. The difference is that the unstructured data is the QoS monitoring information received from RAN. The UPF forwards the QoS monitoring information to the destination in the data network over the N6 PtP tunnel using UDP/IPv6 encapsulation. The IPv6 address and UDP port used for encapsulation is provided by SMF along with the QoS monitoring rule. The IPv6 address and UDP port is provided by AF while requesting QoS monitoring.
The detailed QoS monitoring information depends on the AF request. It could be e.g. the packet delay, packet rate and so on. To calculate the packet delay, the QoS monitoring mechanism for URLLC can be re-used. The UPF supports the capability to calculate the packet rate based on description in clause 5.8.2.11.4 in TS 23.501.

[bookmark: _Toc43317505][bookmark: _Toc43374977][bookmark: _Toc43375438][bookmark: _Toc43801962][bookmark: _Toc43806228][bookmark: _Toc43806535]6.48.2	Procedures


[bookmark: OLE_LINK3]Figure 6.48.2-1: unstructured data transmission based QoS monitoring information exposure
1.	The AF sends QoS monitoring request to PCF, the message includes QoS parameters to be measured and the notification target address (+notification correlation ID). The notification target address includes IPv6 address and UDP port of the tunnel end in the edge hosting environment.
2.	The PCF invokes the Npcf_SMPolicyControl_UpdateNotify request to SMF to send QoS monitoring policy and notification target address (+notification correlation ID).
3.	The SMF sends N4 rule includes QoS monitoring rule and notification target address (+notification correlation ID) to UPF.
4.	QoS monitoring procedure.
5.	When the QoS monitoring information is received from RAN, the UPF constructs unstructured data to include the QoS monitoring information and notification correlation ID received in step 3. In order to make the AF understand the QoS monitoring information, the UPF includes the information and notification correlation ID in a NSH (Network Service Header) as defined in IETF RFC 8300. 
NOTE:	This would require CT3 to define a dedicated 3GPP container within the NSH framework. 
6.	The UPF encapsulates the unstructured data using the IPv6 address and UDP port received in step 3 and forwards the unstructured data to the destination in the data network over the N6 PtP tunnel.
Editor's note:	It's FFS on the detailed QoS monitoring information and how to make AF understand the QoS monitoring information from 5GC.
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